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Question

Is there an encryption feature available in Parallels Desktop for Chrome OS Enterprise and Education Edition?

Information

Encryption is one of the key features of Chrome OS: all user data is encrypted by default, and is stored in per-user
data vaults. This prevents anyone other than the user from accessing the data, including other users of the same
Chromebook.

And since Windows virtual machine is located in such an encrypted data vault, additional encryption on an
application level would be redundant and would lead to decreased performance.

Therefore, Parallels Desktop for Chrome OS Enterprise and Education Edition does not feature its own encryption.

More information on encryption in Chrome OS is available at the links below:

https://support.google.com/chromebook/answer/3438631?hl=en
https://www.chromium.org/chromium-os/chromiumos-design-docs/protecting-cached-user-data
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